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	Reason for change:
	In the CT1 LS (S2-2403871/C1-241722) on LCS user plane connection binding to the UE, two issues for binding the connection to the UE were raised:
1.	After the TLS connection is established, the UE and the LMF initiate LPP or LCS-SS procedure. For the LMF-initiated case, given that multiple UEs are served by the LMF and multiple TLS connections are active, the LMF needs to determine a TLS connection for the target UE. However, it has not been specified how to link the association between the TLS connection and the UE, e.g., how the LMF knows which TLS connection is for the UE who has received the UPP-CM command message. If the TLS connection can be linked to the ‘wrong UE’ then there could be a risk of location related data from one UE which is sent to another UE.

2.	Once the binding of the TLS connection to the UE is done, if there is a new LCS service request (e.g., MT-LR) for the same UE, the AMF invokes Nlmf_location_determinelocation service operation to the LMF. However, it has not been specified how the LMF associates the LCS service request to the TLS connection of the UE. In this case, the LMF cannot determine which TLS connection can be used for the LCS service request. Therefore, the LMF cannot reuse the TLS connection of this UE for subsequent LCS service request(s).

Issue 1 can be resolved using an LCS-UP connection ID which is exchanged between a UE and LMF over both control plane and user plane. Issue 2 can be resolved by storing the LCS-UP connection ID in a serving AMF and including the LCS-UP connection ID in any location request or supplementary services LCS message sent to the LMF by the AMF in the control plane while the UE still has the UP connection. For a supplementary services LCS message, the LCS-UP connection ID would need to be added as an optional input parameter for an Namf_Communication_N1MessageNotify service operation.

	
	

	Summary of change:
	Add an LCS-UP connection ID as an optional input parameter for an Namf_Communication_N1MessageNotify service operation.

	
	

	Consequences if not approved:
	Procedures of user plane connection between UE and LMF cannot be supported.  
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Service operation name: Namf_Communication_N1MessageNotify
Description: AMF notifies the N1 message received from the UE to a destination CN NF.
Input, Required: AMF ID (GUAMI), N1 Message(s)
Input, Optional: local time zone, UE's current location, AN access information (e.g. AN type AN N2 terminating point, CAG Identifier(s) of the CAG cell), Allowed NSSAI, Mapping Of Allowed NSSAI, SUPI, MM Context, LMF identification, PRU subscription verification result, LCS-UP connection ID.
Output, Required: None.
Output, Optional: None.
The destination NF type to be notified is determined based on one of the following:
-	The N1 message type is always known to be consumed by one particular NF type; or
-	An NF had explicitly subscribed for the particular N1 message type to be notified towards it.
NOTE:	Whether notification Ack need a separate message or be realized in the transport layer will be determined in TS 29.518 [18].
The optional AN access information (if available), SUPI, MM Context, Allowed NSSAI and Mapping Of Allowed NSSAI parameters are included if the service operation is invoked towards a peer AMF.
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